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How to Enable Google Login Option
for Livebox OTT Toolkit?
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STEP 1

Create a Project

i-i Start your free trial with 5300 in credit. Dont worry — you won't be charged if you run out of credit. Learn more DISMISS ACTIVATE

Google Cloud Platform  Select a project | Q Search Products, resources, docs ()

APT APIs and services Enabled APls and services

«$»  Enabled APIs and services
©  Toview this page, select a project. CREATE PROJECT
I Library
; O Credentials

3 OAuth consent screen

Domain verification

~, Go to https://console.developers.google.com on your browser.

() Click on the "“Create Project” option.

New Project

You have 12 projects remaining in your quota. Request an increase or
delete projects. Learn more

MANAGE QUOTAS () Enter your project name.
- Project name * @ Y Te Zation's | tl If {
My Login Proec o OU can provide your organization's location It you want.
Project ID: my-login-project-350612. It cannot be changed later. EDIT @ Then C“Ck ’[he ”Crea’[e” bUT_tOﬂ
~—— Location * :
‘ H) No organisation BROWSE ‘

Parent organisation or folder

CREATE CANCEL
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Now go to the "OAuth consent screen” menu.

OAuth consent screen

Choose how you want to configure and register your app, including your
target users. You can only associate one app with your project.

User Type
() Internal @

Only available to users within your organisation. You will not need to
submit your app for verification. Learn more about user type

@® External @

Available to any test user with a Google Account. Your app will start in
testing mode and will only be available to users you add to the list of test
users. Once your app is ready to push to production, you may need to
verify your app. Learn more about user type

CREATE

Let us know what you think about our OAuth experience

Google Cloud Platform

API APIs and services

¢3; Enabled APIs and services

EE

Library

O«  Credentials

3z OAuth consent screen
Domain verification

=0 Page usage agreements

Select the "External” option
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Now enter your app name, and support mail [D.

V

Also, add your app logo as well.

APL

<l

APls and services

Enabled APIs and services
Library

Credentials

QAuth consent screen
Domain verification

Page usage agreements

Edit app registration

App domain

To protect you and your users, Google only allows apps using OAuth to use Authorised
Domains. The following information will be shown to your users on the consent screen.

- Application home page
‘ https:// livebox.co.in/ott

Provide users a link to your home page

- Application privacy policy link

‘ https.// livebox.co.in/ott/privacy

Provide users a link to your public privacy policy

. Application Terms of Service link

‘ https:/ livebox.co.in/ott/terms

Frovide users a link to your public Terms of Service

Authorised domains @

When a domain is used on the consent screen or in an OAuth client’s configuration, it must be
pre-registered here. If your app needs to go through verification, please go to the Google Search
Console to check if your domains are authorised. Learn more about the authorised domain limit

- Authorised domain 1 *
livebox.co.in

4+ ADD DOMAIN

Developer contact information

- Email addresses *

@googlemail.com €

These email addresses are for Google to notify you about any changes to yvour project.

‘* SAVE AND CONTINUE CANCEL

API

APls and services

Enabled APIs and services
Library

Credentials

Domain verification

Page usage agreements

- App name *
‘ Demo App ‘

Edit app registration

€@ OAuthconsentscreen — @) Scopes — €) Testusers — @ Summary

App information

This shows in the consent screen, and helps end users know who you are and contact
you

- User support email *

The name of the app asking for consent

zwecke2811@googlemail.com v l

For users to contact you with questions about their consent

‘ App logo

BROWSE ‘

Upload an image, not larger than 1 MB on the consent screen that will help users recognise
your app. Allowed image formats are JPG, PNG and BMP. Logos should be square and
120px by 120px for the best results.

Then scroll down to complete the other settings.

&

&

App Domain details are not compulsory. You can fill in

the details if you require them.

Then under "Authorized Domain,” you have to enter

your domain name and mail ID.

Then save your settings.
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O

API APIs and services Edit app registration

*  Enabled APIs and services & OAuth consentscreen — @) Scopes — €) Testusers — @ Summary

I Library

Scopes express the permissions that you request users to authorise for NOW CliCk Oon the ”Add Or Remove SCOpeS“ bUttOﬂ_

your app and allow your project to access specific types of private user
data from their Google Account. Learn more

O Credentials

¥ OAuth consent screen

Domain VETiﬁEEﬁDI'I ADD OR REMOVE SCOPES
V E:;r Fa ge usage agreements

X Update selected scopes

Only scopes for enabled APIs are listed below. To add a missing scope to this screen, find and enable
the APl in the Google API Library or use the Pasted Scopes text box below. Refresh the page to see any
new APIs you enable from the Library.

= Filter Enter property name or value 7]
f y , : S
You'll be provided options to select scopes. API ¢ Scope User-facing description
.../auth/userinfo.email See your primary Google Account email address
../auth/userinfo.profile See your personal info, including any personal info you've

() Select the first three options which are compulsory.

made publicly available

Selectlng _[he Other Optlons |S U p _[O you openid Associate you with your personal info on Google
| BigQuery .../auth/bigquery View and manage your data in Google BigQuery and see
API the email address for your Google Account
BigQuery ..fauth/cloud-platform See, edit, configure and delete your Google Cloud data and
AP see the email address for your Google Account
BigQuery .../auth/bigquery View your data in Google BigQuery
API readonly
BigQuery ..fauth/cloud-platform View your data across Google Cloud services and see the
API read-only email address of your Google Account

BigQuery .../auth/devstorage Manage your data and permissions in Cloud Storage and
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O

Manually add scopes

If the scopes that you would like to add do not appear in the table above, you can enter them here. Each scope should
be on a new line or separated by commas. Please provide the full scope string (beginning with ‘https://'). When you are
finished, click ‘Add to table".

ADD TO TABLE

You can see the selected scopes added

) Click the “Save and Continue” button.

Then scroll down and click “Update” to

save your changes.

API APIs and services

<l

Enabled APIs and services

Library

Credentials

QAuth consent screen

Domain verification

Page usage agreements

Edit app registration

Your non-sensitive scopes

APl P Scope User-facing description

See your primary Google Account

auth/userinfo email address
email
See your personal info, including
Jauth/userinfo any personal info you've made
profile publicly available

openid Associate you with your personal
info on Google

& Your sensitive scopes

Sensitive scopes are scopes that request access to private user data.

APl 1P Scope User-facing description

Mo rows to display

@ Your restricted scopes

Restricted scopes are scopes that request access to highly sensitive user data.

AP P Scope User-facing description

Mo rows to display

SAVE AND CONTINUE CANCEL
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APT APIs and services

«:»  Enabled APIs and services
i Library

O+  Credentials

37 OAuth consent screen
Domain verification

=0 Page usage agreements

Edit app registration

& OAuthconsentscreen — @ Scopes — € Testusers — @ Summary

Test users

While publishing status is set to Testing, only test users are able to access
the app. Allowed user cap prior to app verification is 100, and is counted over
the entire lifetime of the app. Learn more

<+ ADD USERS

= Filter Enter property name or value (2]

User information

No rows to display

‘* SAVE AND CONTINUE CANCEL

Then click the “"Save and Continue” button on the Test users section.
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Under Summary, you can see the details you have
added so far. You can edit your detalls If required.

API

-
1;1'

EE

|

APls and services

Enabled APls and services

Library

Credentials

OAuth consent screen

Domain verification

FPage usage agreements

Edit app registration

OAuth consent screen

User type

External

App name

Demo App

Support email

@googlemail.com

App logo
MNot provided

Application Homepage link

https:// livebox.co.in/ott

Application Privacy Policy link

https:// livebox.co.in/ott/privacy

Application Terms of Service link

https:// livebox.co.in/ott/terms

Authorised domains

livebox.co.in

Contact email addresses

@googlemail.com

Scopes

APl T Scope
.../auth/userinfo.email

Jauth/userinfo
.orofile

openid

Test users

@ OAuth consent screen — @ Scopes — @ Test users — 0 Summary

EDIT
EDIT
User-facing description
See your primary Google Account email address
See your personal info, including any personal info you've made publicly
available
Associate you with your personal info on Google
EDIT

0 users (0 test, 0 other) / 100 user cap 9

= Filter Enter property name or value

User information

Mo rows to display

—-—* BACK TO DASHBOARD
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API

¥

L0k

EE

Now go to the "Credentials” menu.

APls and services

Enabled APls and services
Library

Credentials

OAuth consent screen
Domain verification

Page usage agreements

\%

Credentials

‘ -+ CREATE CREDENTIALS \ W DELETE

Create credentials to access your enabled APls. Learn more

API keys
[J  Name Creation date
[ A APIkey1 18 May 2022

OAuth 2.0 Client IDs

O Mame Creation date

Mo OAuth clients to display

Service Accounts

[]  Emai

Mo service accounts fo display

Name 1

= (Google Cloud Platform

APTI APIs and services

¢;»  Enabled APIs and services

EE

Library

O Credentials

Y OAuth consent screen

Domain verification

=%  Page usage agreements

Restrictions

Mone

Type Client 1D

Click on the '‘Create Credentials.”

Actions

SHOW KEY

Actions

Manage service accounts

Actions



Process

-+ CREATE CREDENTIALS @ DELETE

API key
Identifies your project using a simple API key to check quota and access

OAuth client ID

Requests user consent so that your app can access the users data.

Service account
Enables server-to-server, app-level authentication using robot accounts

Help me choose
Asks a few questions to help you decide which type of credential to use

Select your application type and enter a name.

Select the OAuth client ID option.

&  Create OAuth client ID

A client ID is used to identify a single app to Google's OAuth servers. If your app runs on
multiple platforms, each will need its own client ID. See Setting up OAuth 2.0 for more
information. Learn more about OAuth client types.

- Application type * .
Web application v ]
Name *

[ Demo App ]

The name of your OAuth 2.0 client. This name is only used to identify the client in the
console and will not be shown to end users.

The domains of the URIs you add below will be automatically added to
5} Yy y
your OAuth consent screen as authorised domains.
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Authorised JavaScript origins ©

For use with requests from a browser

-URIs1*
https:/ livebox.co.in

<4 ADD URI

Authorised redirect URIs @ Then scroll down and enter URIs.

For use with requests from a web server

-URIs1*
‘ https://1 livebox.co.in/ott/google

-+ ADD URI

Note: It may take five minutes to a few hours for settings to take effect

CREATE CANCEL

OAuth client created

The client ID and secret can always be accessed from Credentials in APIs &
Services

o OAuth access is restricted to the test users listed on your OAuth
consent screen

Once you click the “Create” button, you'll be
- Your Client ID
provided your Client ID & Client Secret Key. | ntdotdrpdeltc2g.apps.gc @
- Your Client Secret
‘ GOCSPX-C3i0AhCa’ [n ‘
i DOWNLOAD JSON
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Credentials + CREATE CREDENTIALS B DELETE

Create credentials to access your enabled APIs. Learn more

APl keys
Name Creation date «J Restrictions Actions
A APl key 1 18 May 2022 None SHOW KEY ¢

OAuth 2.0 Client IDs

Name Creation date Type Client ID Actions
} I I Shel Web application 581283327390-871v. .. I VR I
Service Accounts Manage service accounts

Email Name P Actions

MNo service accounts to display

Your app details get shown on the table. You can edit/delete/download the details.



You have successfully
enabled the Google sign-in option for your users.



